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Thank you for visiting www.onlinescr.co.uk (Website). 

This Website is operated by Single Central Record Ltd (registered number 10926999) which has its 

registered office address at Single Central Record Ltd Unit 5, The Courtyard, Old Court House Road, 

Bromborough, Wirral CH62 4UE. 

 

References in this Privacy Policy to “we”, “us”, “our” and “ourselves” are references to Single Central 

Record Ltd. We are a ‘data controller’ for the purposes of the Data Protection Act 1998 (DPA 1998) 

and a ‘controller’ for the purposes of the EU General Data Protection Regulation (GDPR) (once it is in 

force) (i.e. we are responsible for and control the processing of, your personal information). We also 

act as a ‘data processor’ for the purposes of DPA 1998 and a ‘processor’ for the purposes of the 

GDPR (once it is in force) in the course of our business operations. Our authorised representative for 

the purposes of the DPA 1998 and the GDPR is Mark Gardner. 

 

We take your privacy very seriously and we ask that you read this privacy policy carefully as it 

contains important information on: 

 the personal information we collect about you 

 what we do with your information, and 

 who your information might be shared with. 

 

What information we collect? 
 

Personal information provided by you 
Information that you provide by filling in forms on our website. This includes information provided at 

the time of registering to use our site, ordering any products or services described on our website, 

posting any information or material or requesting further services. 

 

Single Central Record Ltd does not capture or store data about visitors to its website. However, you 

may choose to give us data such as your name, address, or email for enquiries. If this is the case, the 

data received will be kept for 6 months. The data is kept for this period to allow for any follow up 

enquiries and/or information. 

If we ask you for personal information, we will: 

 make sure you know why we need it; 

 only ask for what we need; 

 make sure nobody has access to it who shouldn’t; 

 keep it securely; 

http://www.onlinescr.co.uk/
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 let you know if we share it with other organisations; 

 ask you to agree to us sharing your information where you have a choice;  

 only keep it for as long as we need to; 

 not make it available for commercial use (such as marketing) without your permission; 

 provide you with a copy of data we hold on you, on request. Please note that if you would like 

to view the data the DBS hold on you. For further information please click here; 

 have procedures in place for dealing promptly with any disputes / complaints;  

 

In return, we ask you to give us accurate information. 

 

Personal information provided by third parties 
We may receive information about you from other sources (such as credit reference agencies, 

Access Personal Checking Services Ltd (APCS), the Disclosure & Barring Service (DBS), National 

College for Teaching and Leadership (NCTL), Teacher Pensions and the Department of Education 

(DofE)), which we will add to the information we already hold about you in order to help us provide 

services to you. In certain circumstances we will share information with third parties where we are 

legally permitted to do so i.e.: 

 prevention and detection of crime; 

 apprehension and prosecution of offenders 

 

Basic Disclosure - DBS 
If you are submitting your application for the purpose of a Basic Disclosure within your application 

you will be asked to provide the following information:-  What is the purpose of this disclosure? 

(employment or personal interest). Is the place of employment in England or Wales?  If the answer is 

Yes then see below.  If the answer is no, please see section Basic Disclosure – Disclosure Scotland. 

 

Information you enter through the online system for a Basic DBS Disclosure:- Date of birth, Title, 

forename, any middle names, surname, any previous names/surnames, gender, place of birth 

(town), birth county, birth nationality, email address, home landline number, mobile number, 

mothers’ maiden name, national insurance number, passport details, driving licence details, DO you 

have a DBS profile number? (please note you will have been given one of these if you have already 

undertaken a DBS Basic Disclosure check). 5 year address history.  You must provide all other 

addresses where you have lived in the last 5 years. There must be no gaps in dates and no 

overlapping dates with the exception that the month that you left one property must be the same as 

the month that you started living in a new property.  You will be asked the question ‘Can APCS view 

your certificate when issued’? which means ‘Do you wish to provide consent to lead contact of the 

Registered organisation (APCS) to view your online DBS certificate when it has been issued?’ If you 

select the ‘Yes’ option, the Accountable Officer of the RO (APCS) will be able to view an electronic 

image of your certificate and if applicable could make a recruitment decision based on that 

information. You can remove or amend consent once your Basic check has been completed from 

your DBS account which you will need to create.  You will receive information from the Disclosure & 

Barring Service on how to do this once you have submitted your application.  Do you want a paper 

copy of your certificate? 

https://www.gov.uk/government/publications/dbs-subject-access-request
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Also within your application you will be asked the question ‘Consented 3rd Party Email Address’ 

which means ‘Enter the third party email address to provide consent to view your DBS certificate 

once it is issued. This should match the email address registered for the recipients DBS online 

account’. Therefore if you enter an email address in response to this question the person that 

address belongs to will be able to view an electronic image of your certificate and if applicable could 

make a recruitment decision based on that information. You can remove or amend consent once 

your Basic check has been completed from your DBS account which you will need to create. 

 

If you give consent on your application to an Accountable Officer and/or a 3rd Party and your DBS 

certificate contains conviction information, the consent to view an electronic image of your 

certificate will automatically be removed.  You can reinstate this consent using your DBS online 

account. 

 

Within your application for a Basic Disclosure you can choose to receive a paper certificate.  This can 

be sent to your current address or you can send it to another address.  This does not have to be your 

own address, you can send it to another recipient, for example your employer.  If you choose to 

have your paper certificate sent to another person this person will be able to view your certificate 

before you have had an opportunity to check that your details on the certificate are correct. 

 

Within your application we ask you for your email address in order to provide an update on the 

progress of your application and a way in which we can contact you should we need to contact you 

about your application. 

 

Access Personal Checking Services Ltd will obtain an electronic result once your application is 

completed containing the following wording ‘Certificate contains no information’ or ‘Please wait to 

view applicant certificate.’  If you do not wish to consent to this result being received, you should not 

submit your application through Single Central Record Ltd. 

 

We may also share information with organisations or individuals you have provided consent for. This 

will only occur where you choose to allow the sharing to take place. 

 

Basic Disclosure - Disclosure Scotland 
If you are submitting your application for the purpose of a Basic Disclosure within your application or 

for personal reasons you will be asked to provide the following information:-  What is the purpose of 

this disclosure? (employment or personal interest). Is the place of employment in England or Wales?  

If the answer is No and you live in Scotland or have an overseas address then see below.  If the 

answer is Yes, please see section Basic Disclosure - DBS. 
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Information you enter through the online system for a Basic DBS Disclosure:- Date of birth, Title, 

forename, any middle names, surname, any previous names/surnames, gender, place of birth 

(town), birth county, birth nationality, email address, home landline number, mobile number, 

mothers’ maiden name, national insurance number, passport details, driving licence details, 5 year 

address history.  You must provide all other addresses where you have lived in the last 5 years. There 

must be no gaps in dates and no overlapping dates with the exception that the month that you left 

one property must be the same as the month that you started living in a new property.  You will be 

asked whether you have any unspent criminal convictions? Please note convictions become spent 

and no longer have to be revealed after a period of time.  Please note that whether Yes or No has 

been entered the results of the check will remain the same.  Please note that if you are completing 

this form for employment purposes by not disclosing whether you have conviction history may be 

further explored by your employing organisation and could lead to disciplinary proceedings.  Access 

Personal Checking Services Ltd will then ask for you consent for the following:- 

 

Access Personal Checking Services Ltd (APCS) is intending to submit an application to Disclosure 

Scotland for a basic disclosure through Single Central Record Ltd on behalf of “name of your school”. 

The Basic Disclosure certificate will contain information about any unspent convictions held in your 

name, or confirm that no such convictions exist.  

 

By ticking the box in the consent and writing your full name in the space provided you confirm you 

are giving my freely provided consent to: 

   

a). APCS through Single Central Record portal submitting a single application to Disclosure Scotland 

on behalf of “Name of your school” for a basic disclosure certificate. 

  

b). Disclosure Scotland advising APCS/Single Central Record by e-mail whether or not my basic 

disclosure contains information about unspent convictions, and posting the Disclosure Certificate to 

Single Central Record Ltd. 

  

c). APCS and/or Single Central Record Ltd sending the e-mail and certificate on to the organisation 

that requested for the application. The e-mail and certificate to be sent to a named individual at the 

organisation that asked you to complete the online form who has given consent to abide by 

Disclosure Scotland’s Code of Practice regarding security and confidentiality of disclosure 

information. This individual will receive and view my basic disclosure certificate prior to me seeing it. 

 

Declaration by the applicant. You will be required to put a tick in the box, by doing so you confirm 

that the information that you provided in support of your application is complete and true and 

understand that knowingly to make a false statement for this purpose may be a criminal offence. 
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Within your application for a Basic Disclosure – Disclosure Scotland you will receive a paper 

certificate.  This can be sent to your current address or you can send it to another address.  This does 

not have to be your own address, you can send it to another recipient, for example your employer.   

 

Standard & Enhanced Disclosure - DBS 
If you are submitting your application for the purpose of a Standard or Enhanced DBS within your 

application you will be asked to provide the following information:- 

 

Date of birth, Title, forename, any middle names, surname, any previous names/surnames, gender, 

place of birth (town), birth county, birth nationality, email address, home landline number, mobile 

number, mothers’ maiden name, national insurance number, passport details, driving licence details, 

5 year address history.  You must provide all other addresses where you have lived in the last 5 

years. There must be no gaps in dates and no overlapping dates with the exception that the month 

that you left one property must be the same as the month that you started living in a new property.  

You will be asked whether you have any convictions, cautions, reprimands or final warnings, which 

would not be filtered in line with current guidance.  

 

What is Filtering on DBS Disclosures?  

Certain old and minor cautions and convictions may no longer appear on a disclosure. They are 

filtered out and an employer is no longer entitled to know about them. 

 

What Conviction Information will not be filtered? 

The following conviction information will continue to appear on a disclosure. If you have one of 

these you must answer YES to this question. 

• All cautions and convictions for serious violent and sexual offences; and other specified offences of 

relevance for posts concerned with safeguarding children and vulnerable adults, will continue to 

appear on a disclosure. (A full list of such offences is available on the DBS website) 

• Cautions given less than 2 years ago (where the individual was under 18 at the time of caution) 

• Cautions given less than 6 years ago (where the individual was over 18 at the time of caution) 

• Where the individual has more than one conviction offence, all convictions will appear. No 

offences will be filtered.  

• Convictions that resulted in a custodial sentence (regardless of whether served) 

• Convictions given less than 11 years ago (where individual was over 18 at the time of conviction)  

• Convictions given less than 5.5 years ago (where individual was under 18 at the time of conviction)  

 

These changes relate to what appears on a disclosure, and to what convictions an employer is legally 

allowed to ask about.  

 

Please note that if you are completing this form for employment purposes by not disclosing whether 

you have conviction history may be further explored by your employing organisation and could lead 

to disciplinary proceedings. DBS Statement of Fair Processing - The Disclosure and Barring Service 

will refer the details provided on this application form to government and law enforcement bodies in 



 

7 
 

accordance with any relevant legislation. The details provided to these bodies will be used for 

identifying possible matches to records held by them. Where such a match is established, data may 

be released to the DBS for inclusion on any certificate issued. The details provided on this form may 

be used to update the records held by the bodies specified above. The details provided on the 

application form may be used to verify your identity for authentication purposes. The DBS may use 

any information provided by the DBS on a certificate or otherwise held by the DBS to inform any of 

its barring decisions made under its powers within the Safeguarding Vulnerable Groups Act 2006. 

 

Where is states “Declaration by the applicant” you will be required to place a tick in the box to 

confirm that the information that you have provided in support of your application is complete and 

true and understand that knowingly to make a false statement for this purpose may be a criminal 

offence. You will be required to enter your full name to confirm and confirm the date of declaration 

which is the date in which you entered the details. 

 

Once you have submitted your application:- 

Once you have completed your application.  The next stage will be to get your application details 

checked against your ID documents. Your employer or organisation that requested you to get the 

check done will have arranged this, or may get in touch with you to do so. Once your application 

details have been verified, your application can be submitted for processing to the DBS or Disclosure 

Scotland. 

 

If you have any queries regarding your application, please contact Single Central Record Ltd on 0151 

606 5101 or alternatively via email info@onlinescr.co.uk preferably quoting your reference number 

(found on your application). 

 

If your application has been submitted to Disclosure Scotland their privacy policy can be found here:- 

https://www.mygov.scot/privacy/ 

 

If your application has been submitted to Disclosure & Barring Service for Standard/Enhanced DBS 

check their privacy policy can be found here:- https://www.gov.uk/government/publications/dbs-

privacy-policy/dbs-privacy-policy 

 

If your application has been submitted to Disclosure & Barring Service for Basic DBS Disclosure their 

privacy policy can be found here:-  https://www.gov.uk/government/publications/dbs-privacy-

policies-for-basic-checks 

 

 

 

mailto:info@onlinescr.co.uk
https://www.mygov.scot/privacy/
https://www.gov.uk/government/publications/dbs-privacy-policy/dbs-privacy-policy
https://www.gov.uk/government/publications/dbs-privacy-policy/dbs-privacy-policy
https://www.gov.uk/government/publications/dbs-privacy-policies-for-basic-checks
https://www.gov.uk/government/publications/dbs-privacy-policies-for-basic-checks
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National College for Teaching and Leadership (NCTL) 
 

If you are submitting your application for the purpose of a Prohibition Check, Section 128 Check, EEA 
Check, QTS Check you will be asked to provide the following information:- 

 

TRN Number (if you have one), Full name and Date of birth and National Insurance Number. 

 

Once the above information has been submitted through the www.onlinescr.co.uk portal Single 
Central Record we will check the information against the NCTL portal.  We will then enter your 
personal details into the portal to view the record of: 

 any trainee, newly qualified or fully qualified teacher – with the exception of teachers who 
have achieved QTS through holding qualified teacher learning and skills (QTLS); 

 any teacher with an active restriction (including any teacher with QTLS to whom this applies); 

 any teacher who has been the subject of a decision by the Secretary of State not to impose a 
prohibition order following a determination by a professional conduct panel of unacceptable 
professional conduct, conduct that may bring the teaching profession into disrepute or 
conviction of a relevant offence. It also provides access to separate lists of; 

 teachers who have been prohibited from teaching; 

 teachers who have failed to successfully complete their induction or probation period; 

 teachers who may be the subject of a suspension or conditional order imposed by the 
General Teaching Council for England (prior to abolition) that is still current; 

 Checks whether a teacher who has trained or worked in the European Economic Area (EEA) 
has received any restrictions on their teaching. 

 

Single Central Record Ltd then provides a certificate to indicate the check has been completed with 
the information of the above which is emailed to the employer. This is to enable them to check 
whether individuals they employ, or are considering employing, are suitably qualified and do not 
have any restrictions against them in relation to teaching in England.  The following information is 
uploaded into the SCR portal:- Date the check was completed, the individual at the employing 
organisation evidenced it and the check result. 

 

The National College for Teaching and Leadership (NCTL) portal provides teachers with access to 
their own records held on the database of qualified teachers in England (DQT). The database of 
qualified teachers (DQT) is maintained by the National College for Teaching and Leadership (NCTL) 
which is an executive agency of the Department for Education (DfE). For the purposes of the Data 
Protection Act 1998, this makes DfE the data controller for personal data held on the DQT.  Their 

http://www.onlinescr.co.uk/
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website can be found here: https://teacherservices.education.gov.uk/SelfService/Login. Please 
email NCTL’s Teacher Qualification Unit at qts.enquiries@education.gov.uk or call 0207 593 5394 if 
you have any questions about the DQT or your record. 

 

If you have any queries regarding your application, please contact Single Central Record ltd on 0151 

606 5101 or alternatively via email info@onlinescr.co.uk. 

 

Children’s Barred List Check (List 99) 

The Children’s Barred List, contains details of people whose employment has been barred or 
restricted by the Secretary of State for Education under the terms of the Education (Restriction of 
Employment) Regulations 2000, and previous regulations. It also contains details of people who 
have been barred from teaching in Northern Ireland and removed from the Register of Teachers  
by the General Teaching Council for Scotland. People in these categories are not barred from 
employment in England and Wales. 

Local authorities, schools, and further education institutions must check the List before confirming 
a person's appointment in order to ensure that they do not appoint someone whose employment 
by them is prohibited. The Barred List is a sensitive and confidential document and access to it is 
strictly limited to individuals responsible for checking the suitability of applicants. It s hould be 
emphasised that not all those on the list are perceived to be a danger to children. This service is 
used to check whether an individual is restricted from working in regulated activity within the 
education sector. The check is carried out so that an individual can commence work pending the 
issue of their enhanced Disclosure and Barring Service (DBS) certificate. The barred list is held 
with the Disclosure and Barring Service (DBS) to keep a record of people who are not permitted 
to work in a regulated activity with children. It’s a criminal offence for a person to work with a 
group from which they have been barred from working. It’s also an offence for an employer to hire 
a person to work in a regulated activity with children if they have been barred from doing so. 

If you are submitting your application for the purpose of a Children’s barred list check you will be 
asked for the following information:-  

 

Full Name, Date of birth and any previous names. 

If the information is “Clear” then we will provide a certificate to your employer or educational 
establishment informing them that the information is clear.  The following information is uploaded 
into the Single Central Record Portal: Issue Date, check result and who the certificate was 
evidenced by. 

If there is a possible match we contact your employer/educational establishment for further 
information as requested by The Disclosure & Barring Service (DBS).  This includes: NI number, 
Current address, Job title, Place of employment, Paid role or voluntary,  Supervised or 
unsupervised, Hours of employment/work pattern (e.g. Mon-Fri, 2pm-4pm) and how is the role a 
regulated activity with children.  Single Central Record Ltd would then submit this information to 
the Disclosure & Barring Service for review. 

Update Service Status Checks 
 

If you are submitting your application for the purpose of an update service check (a status check) 
you will be asked to provide the following information:- Certificate Number, Applicant’s surname on 
the original DBS certificate, Date of birth on the original DBS certificate 

 

https://teacherservices.education.gov.uk/SelfService/Login
mailto:qts.enquiries@education.gov.uk
mailto:info@onlinescr.co.uk
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A Status check allows organisations to see if any relevant information has been identified about you 
since their Certificate was last issued. 

The outcome of a valid Status check will be one of the following: 

 This Certificate did not reveal any information and remains current as no further information 

has been identified since its issue. This means that the individual’s Certificate contains no 

criminality or barring information and no new information is available. 

 This Certificate remains current as no further information has been identified since its issue. 

This means that the individual’s Certificate did contain criminality or barring information and no 

new information is available. 

 This Certificate is no longer current. Please apply for a new DBS check to get the most up to 

date information. This means that the individual’s Certificate should not be relied upon as new 

information is now available and you should request a new DBS check. 
 

Single Central Record limited applies through the Disclosure & Barring Service with your personal 
information and puts the status of the check onto a certificate which is then emailed to the 
employer/organisation.  Status checks can be performed as regularly as weekly.  

Single Central Record limited applies through the Disclosure & Barring Service with your personal 
details, we then provide a certificate to indicate the check has been completed with the information 
of the above which is emailed to the employer.  The following information is uploaded into the SCR 
portal:- Date the check was completed, the individual at the employing organisation evidenced it 
and the check result. Existing subscription type, update service payment reference number, date 
update service must be registered. 

 

Personal information about other individuals 
If you give us information on behalf of someone else, you confirm that the other person has 

appointed you to act on his/her behalf and has agreed that you can: 

 give consent on his/her behalf to the processing of his/her personal data; 

 receive on his/her behalf any data protection notices; 

 give consent to the transfer of his/her personal data abroad; and 

 give consent to the processing of his/her personal data. 

 

Monitoring and recording communications 
We may monitor and record communications with you (such as telephone conversations and emails) 

for the purpose of quality assurance, training, fraud prevention and compliance. 

 

Use of cookies 
A cookie is a small text file which is placed onto your computer (or other electronic device) when you 

use our Website. We use cookies on our Website. 
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For example, we may monitor how many times you visit the website, which pages you go to, traffic 

data, location data and the originating domain name of a user's internet service provider. This 

information helps us to build a profile of our users. Some of this data will be aggregated or 

statistical, which means that we will not be able to identify you individually. 

 

You can set your browser not to accept cookies and the websites below tell you how to remove 

cookies from your browser. However, some of our website features may not function as a result. 

 

For further information on our use of cookies please see our Website cookie policy. 

 

For further information on cookies generally visit www.aboutcookies.org or 

www.allaboutcookies.org. 

 

How will we use the information about you? 
We collect information about you so that we can: 

 identify you and manage any accounts you hold with us; 

 process your order; 

 conduct research, statistical analysis and behavioural analysis; 

 carry out customer profiling and analyse your purchasing preferences; 

 if you agree, let you know about other products or services that may be of interest to you —

see 'Marketing’ section below; 

 detect and prevent fraud; 

 do due diligence checks; 

 customise our website and its content to your particular preferences; 

 notify you of any changes to our website or to our services that may affect you; 

 carry out security vetting; and 

 improve our services. 

 

Who your information might be shared with 
Our data (in accordance with our legitimate interests and in accordance with the DPA 1998 and the 

GDPR) disclose your personal data to: will only be seen by those whose jobs require them to do so. 

In practice, this means Access Personal Checking Services Ltd (APCS), Single Central Record Ltd, 

National College for Teaching and Leadership (NCTL) and the Department of Education (DofE)), 

Disclosure Scotland (if submitting Basic Disclosure Scotland Checks) and DBS (if submitting Basic, 

Standard or Enhanced DBS checks) staff conducting the various checks that are necessary for the 

issue of Disclosure certificates, Prohibition checks, Section 128 checks, EEA checks, QTS checks, 

Children’s barred list checks, Update Service checks and decision making.  

 

Data may also be passed to organisations and ‘data sources’ involved. For the DBS these are: 

http://www.aboutcookies.org/
http://www.allaboutcookies.org/
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 Tata Consultancy Services – a partner in the DBS service. 

 police forces in England, Wales and Northern Ireland, the Isle of Man and the Channel 

Islands – searches will be made on the PNC and data may be passed to local police forces in 

the area where you live, or have previously lived. The data will be used to update any 

personal data the police currently hold about you. 

 ACRO Criminal Records Office - manages criminal record information and improves the 

exchange of criminal records and biometric information. 

 other data sources such as British Transport Police, the Royal Military Police and the Ministry 

of Defence Police. Searches are made of an internal database which lists the nominal details 

of those upon whom these departments hold data. Where a match occurs the information will 

be shared to clarify whether that data is information held about you. 

 Disclosure Scotland – if you have spent any time living in Scotland, your details may be 

referred to Disclosure Scotland. 

 customer satisfaction surveys - the DBS may conduct customer satisfaction surveys and may 

employ a specialised organisation to conduct the survey on their behalf. The data used 

includes: name, address, age, gender, telephone number and email address. Customer 

satisfaction packs are issued directly from DBS to persons referred for barring consideration, 

no information is passed to any third party. 

 United Kingdom Central Authority - for information exchange with other EU countries in 

accordance with the decision made by the council of The European Union. 

 the Child Exploitation Online Protection Centre (CEOP) who are an affiliate of the Serious 

Organised Crime Agency (SOCA). 

 data may be shared with Keepers of Registers and Registered Bodies etc as defined in the 

Safeguarding Vulnerable Groups Act and Protection of Freedoms Act or secondary 

legislation. 

 

Data may also be passed to organisations and ‘data sources’ involved.  For the Disclosure Scotland:- 

 

Disclosure Scotland is fully committed to compliance with the Data Protection Act 1998 and all 

operations and processes are in accordance with the Act. Information from applicants, police forces 

and police records is required to prevent crime and to protect the vulnerable. 

 

Information will only be disclosed to legitimate organisations who have a legal right to have access 

to this under Part V of the Police Act 1997, the Protecting Vulnerable Groups Act 2007, or can display 

a legal right to do so. However, Disclosure Scotland reserves the right to share information with the 

police where it believes a crime may have been committed. 

 

Data may also be passed to organisations and ‘data sources’ involved. For APCS these are: 

 Disclosure Scotland (if submitting Basic Disclosure Scotland Checks) 

 DBS (if submitting Basic, Standard or Enhanced DBS checks) staff conducting the various 

checks that are necessary for the issue of disclosure certificates and decision making. 
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 If we or substantially all of our assets are acquired by a third party, in which case personal 

data held by us about you will be one of the transferred assets; 

 in the event that we sell or buy any business or assets, in which case we will disclose your 

personal data to the prospective seller or buyer of such business or assets; 

 

We will (in accordance with the DPA 1998 and the GDPR and in order to provide our services to you 

or (as relevant) to our business customers at your request) disclose your personal data to: 

 our agents and service providers; 

 law enforcement agencies in connection with any investigation to help prevent unlawful 

activity; 

 

We may (in accordance with the DPA 1998 and the GDPR and if you consent to it) disclose your 

personal data to our business partners in accordance with the 'Marketing' section below. 

 

Keeping your data secure 
We will use technical and organisational measures to safeguard your personal data, for example: 

 access to your account is controlled by a password and user name that are unique to you; 

 we store your personal data on secure servers; and 

 payment details are encrypted using SSL technology (typically you will see a lock icon or 

green address bar (or both) in your browser when we use this technology). 

 

We use a certified ISO 27001 data centre. This family of standards helps us manage your information 

and keep it safe and secure. 

 

While we will use all reasonable efforts to safeguard your personal data, you acknowledge that the 

use of the internet is not entirely secure and for this reason we cannot guarantee the security or 

integrity of any personal data that are transferred from you or to you via the internet. If you have 

any particular concerns about your information, please contact us (see ‘How to contact us?’ below). 

 

What can I do to keep my information safe? 
If you want detailed information from Get Safe Online on how to protect your information and your 

computers and devices against fraud, identity theft, viruses and many other online problems, please 

visit www.getsafeonline.org. Get Safe Online is supported by HM Government and leading 

businesses. 
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What rights do you have? 
 

Right to request a copy of your information 
1. You can request a copy of your information which we hold (this is known as a Subject Access 

request). If you would like a copy of some or it, please: 

2. email, call or write to us (see ‘How to contact us?’ below); 

3. let us have proof of your identity and address (a copy of your driving licence or passport and a 

recent utility or credit card bill); and, 

4. let us know the information you want a copy of, including any account or reference numbers, 

if you have them. 

 

Please note that if you would like to request information held by the Disclosure and Barring Service 

click here https://www.gov.uk/government/publications/dbs-subject-access-request 

 

Please note that if you would like to request information held by Disclosure Scotland click here 

https://www.mygov.scot/disclosure-types/ 

 

How long we hold you data for 
We will hold your data for at least 6 years from the date that you leave your employment. On the 

expiry of the 6 year period, we will notify the person who has uploaded your personal data to our 

Website that the 6 year period has expired and they will be responsible for deleting it. 

 

Right to correct any mistakes in your information 
The DBS/ Disclosure Scotland will not uphold Data Entry disputes (Data entry disputes are those 

where the applicant or APCS challenge that the data that which appears on the DBS certificate was 

not the data they submitted for the application) where the application was made via ebulk, unless 

the information has been subsequently amended incorrectly by DBS. Where complaints occur due to 

information being incorrect, APCS must be able to demonstrate that the information submitted 

using the e-Bulk system differs from what appears in the e-Result or the applicants DBS certificate.  

Where disputes are upheld by DBS another e-result will be issued.  Where disputes are upheld by 

APCS another application would need to be completed for resubmission to the DBS. 

 

If you would like to do this, please: email, call or write to us (see ‘How to contact us?’ below); let us 

have enough information to identify you (eg account number, user name, registration details); and, 

let us know the information that is incorrect and what it should be replaced with. 

 

https://www.gov.uk/government/publications/dbs-subject-access-request
https://www.mygov.scot/disclosure-types/
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Your right of subject access – Single Central Record Ltd 
 

You are entitled to be told if the Single Central Record Ltd holds any information about you and if so 

to be provided with a copy of that information. This is called the ‘Right of Subject Access’. These 

rights are governed by the Data Protection Act 1998. When you make an application for subject 

access to Single Central Record Ltd, we must: 

 

 tell you whether we hold any data on you; and 

 give you a copy of this data in a clear form. 

 

For further information see Subject Access Policy 

 

How to contact us 
Please contact us if you have any questions about this privacy policy or the information we hold 

about you. If you wish to contact us, please send an email to info@onlinescr.co.uk or write to us at 

Single Central Record Limited, 46 Seaview Road, Wallasey, CH45 4LA or call us on 0151 6065101. 

 

If you wish to complain about any aspect of our processing of your personal data then please contact 

us in the first instance. If we cannot resolve your complaint you have the right to complain to the 

Information Commissioner at www.ico.org.uk. 

 

Changes to the privacy policy 
We may change this privacy policy from time to time. You should check this policy occasionally to 

ensure you are aware of the most recent version that will apply each time you access this Website. 

 

 

 

February 2018 

 

 

http://www.ico.org.uk/

